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The Center on International Cooperation and the Humanitarian Policy Group have established a joint research team which, in collaboration with OCHA, will carry out a study on the use of private security providers in humanitarian operations.  Supported by a grant from the Government of Canada, this research is intended to shed light on a widespread but under-examined practice, and to feed into a process to establish norms and standards of usage to guide humanitarian actors.

The purpose of this discussion paper is to lay out the key themes and issues for examination, propose a plan of action, and elicit feedback from humanitarian operators, who will be solicited as indispensable partners in this endeavour. 
The issue: private security providers in the humanitarian context
In operational environments of insecurity, whether due to conflict conditions or high crime, it is common for humanitarian actors—UN, NGO and Red Cross/Red Crescent movement alike—to avail themselves of security assistance from an outside source.  Security services for field operations can be purchased from international firms, from the local private sector of companies or agencies offering security staff for hire, or through moonlighting or side arrangements with state security bodies (Cockayne 2006).   
The presence of private actors operating in the security field has implications beyond the sphere of humanitarian assistance, of course.  States, including the major powers, have increasingly relied on these private actors to perform growing number of functions formerly undertaken by national militaries or police forces, including force protection, services such as meals and logistics, and training of military partners.  The ICRC together with the Swiss government are currently engaged in an effort to encourage states to discuss and consider options for regulating the use of private security companies, and are promoting good practice.  
This project, although placed in the context of this larger set of issues, focuses more narrowly on the use of privatized security by humanitarian actors in relief and development operations.

Humanitarian actors rely on private security providers (PSPs)
 to secure the safety of their staff and assets, and at times to enable access and mobility in high-risk programming areas.  This is by no means a new practice, but evidence suggests its prevalence has increased in the past few years, particularly in extremely insecure environments such as Iraq, Afghanistan and Somalia.  The increase in supply of private security providers has coincided with the downsizing of national militaries in the post-Cold War period (Avant 2002, Spearin 2005) and governance failures in the developing world.  In unstable states, the use of PSPs has grown to fill a security vacuum.  The increasing size and spread of international humanitarian operations has contributed to greater numbers of major violent incidents against humanitarian personnel (Stoddard, Harmer, Haver 2006), which has in turn prompted humanitarian organisations on occasion  to outsource their security needs.  While there are effectiveness and cost efficiency reasons for humanitarian agencies to seek these services externally, there are also problems and potential dangers, as outlined below. 
The demand for PSPs on the humanitarian side has been met by interest on the part of the PSPs to expand their role into the humanitarian sphere.  Counting humanitarian agencies as clients has multiple advantages for such firms as enhancing their reputation, providing distance from the mercenary label, and gaining a foothold in a potentially lucrative market (Spearin 2005).  The desire of some of the larger PSPs to become involved with security training for humanitarian providers in particular has become increasingly apparent over the past year.  
PSPs vary in their services, flexibility of approach, adherence to international legal standards, and experience/competence in a humanitarian operational context.  However, due to the relatively small number of options in the field, compounded by humanitarians’ reluctance to share information on their usage of and experience with PSPs, private security services remains a “seller’s market” (Cockayne 2006), where the provider is at an advantage and the consumer is often choosing blind.  Despite a number of years of acknowledged usage of PSPs, a lack of transparency on the issue persists among humanitarian actors—and in many cases even within individual agencies.  Headquarters in many agencies tend to take a hands-off approach in this area, allowing country-level managers to decide what is needed and feasible for their particular context.  Local offices, operating in a policy vacuum, thus make these important decisions with little or no guidance from their headquarters (indeed sometimes even without their knowledge), and do not generally practice close oversight and monitoring of the PSP’s activities (Cockayne 2006).   

The reticence to share information and experience on PSPs within and between humanitarian agencies inhibits understanding and lesson learning between different contexts, and potentially adds to the overall vulnerability of aid operations.  Past qualitative research (Vaux, Seiple, Nakano, Van Brabant 2002, Cockayne 2006) and recent anecdotal evidence points a number of areas of concern and/or potential increased risk:
· Ad hoc screening of PSPs, and no systematic referencing of individual companies between humanitarian actors;
· Weak monitoring and discipline by agencies of their PSP’s activities, which could potentially compromise the agency’s principles, ethics, or behavioural standards,  or, in the worst case scenarios, violate international legal norms;
· Lack of exclusivity in agreements, meaning the PSP can have additional clients, such as belligerent parties, that may reflect poorly on the humanitarian actor’s clients; and
· Little or no reference to international standards in hiring practices and scopes of work.
From the perspective of humanitarian agencies, both local and international PSPs have their attendant risks.  Hiring security services locally can compromise neutrality by feeding into conflict dynamics, or can create new sources of conflict and insecurity by degenerating into protection rackets or sparking localized arms races (Cockayne 2006).  Conversely, use of international PSPs can compromise acceptance by introducing a foreign element, and distancing the agency from the beneficiaries and host community.  Increased isolation from these actors has the dual effect of increasing programming challenges and distancing the agency from one vital source of information that might otherwise enhance its security.  Additionally as one agency visibly increases deterrent measures there is a possibility that other aid actors will switch to utilising external security measures – creating a domino effect - to ensure they are not perceived as soft targets in contexts where militant movements view aid operations as opportune objects for violence.  
Plan for Action-Research Program
In cooperation with OCHA and with the participation of an Advisory Group of humanitarian agencies, the research team will seek to accomplish three main objectives:
1. Get the picture, through a systematic mapping of PSP usage across the humanitarian community;
2. Define the bottom lines, building a consensus around minima for good practice in dealing with PSPs within humanitarian operations; and
3. Contribute to the development of a common standard and set of guidelines, to be taken forward in international fora, adopted at a central level by humanitarian actors (e.g. by the Inter-Agency Standing Committee (IASC)), and disseminated to field level actors.
Advisory Group 

As a first step, OCHA will seek to convene a key stakeholders’ Advisory Group (AG) for the project, comprised of representatives from the wider humanitarian community the UN humanitarian agencies, the Red Cross/Red Crescent movement, and major NGOs (subject to the agreement of each agency/organisation).

The AG will help define the scope and nature of research to establish an evidentiary base for informed dialogue by key users within the humanitarian community.  This research would be managed by the research team and undertaken by expert researchers with experience in this field, during 2007.  It would involve a combination of desk-based and field-based analysis of humanitarian actors’ use of PSPs, as well as its impacts. The AG would ideally help to define the research parameters and content, and facilitate access to data, as well as defining terms of use of the data gathered to meet potential confidentiality concerns.
 

Methodology and research plan

The research methodology is intended for discussion and refinement by the AG and the research team.  However, it is expected that the following methods and activities will be employed:
Mapping of PSC involvement in humanitarian settings and identification of key issues through a survey instrument and key informant interviewing
The research team will develop an informants list for dissemination of a written survey, to be complemented by systematic interviewing of headquarters and field-based representatives of humanitarian agencies, international PSPs, donors, UNDSS, and NGO coordination fora.  The mapping will encompass the following aspects:
1) Usage patterns among humanitarian organizations: UN humanitarian agencies, ICRC, IFRC/Red Cross and Red Crescent societies, and NGOs (using the top 2 tiers of largest NGOs (in budget/operational terms) to extrapolate for the NGO community) plus sample groups of NGOs from lower tiers to contrast practice between large and small organizations.
· Existence of written policies concerning the hiring and use of PSPs

· Percentage of program portfolio (countries/projects) using PSP services

· Use of international vs. local PSPs

· Extent of headquarters guidance, input, and knowledge of field-based PSP hiring practices

· Extent of country office discretion in decision-making regarding hiring and use of PSPs
· Specific providers used
· Locality-specific or general contract
· Criteria for determining the need for a PSP; and consultation process
· How local perceptions of a PSP are assessed and considered

· Whether contingency plans are developed

· Specific services procured (specifically for the agency and/or its operations ie camp management), e.g. 
· risk assessment

· physical security (fencing, windows, bars, etc.)  

· security training

· consultants

· personnel provision (armed or unarmed guards)
· mobile escorts
· standby security arrangements
2) Profiles of largest international providers 
· Country settings of operations with aid agency clients
· Current and past clients in the UN, RC and NGO community
· Range of services provided to humanitarian organizations

· Range of services provided to other companies or organizations
· Most common service or service package requested
· Long term strategy for working in this market

· Approach towards regulation/standard-setting
· Linkages with other companies

Field-based research in selected case studies

In addition to the broad based survey/interviewing process, between 3-6 countries will be selected for case-based research using research consultants for in-person interviewing and observation in field settings.  Cases will be selected for geographical and political diversity, as well as level of humanitarian operational insecurity (measured in rates of violent incidents over the past three years), and feasibility of productive research (selection will be guided by AG discussions and the availability of engaged support by agency offices in the given countries).  Potential options and choice criteria may include the following: 
	Country/ region


	Number of humanitarian operators
	International military presence
	Security coordination body for humanitarian actors

	Afghanistan
	High
	Yes
	Yes (ANSO)

	Chechnya, N. Caucasus
	Low
	No
	No

	Iraq
	Low
	Yes
	Yes (NCCI)

	Somalia
	Low
	No
	No

	Sri Lanka
	High
	No
	No

	Sudan
	High
	Yes
	Soon to be established


In addition, a case such as Kenya or South Africa, where insecurity derives primarily from high rates of violent crime, may be included to contrast with the conflict-related cases above,.
Consensus building and policy development

Results of the research would be disseminated to inform and engage a wider range of stakeholders at both HQ (New York, Geneva, London) and regional levels (Nairobi and/or Jordan).

Guided by the AG and the research findings, OCHA would then seek to establish an informal task force linked to the IASC Working Group (subject to the agreement of the IASC WG) to take forward a process to develop a set of guidelines/standards. This would involve bringing in key commercial security representatives (such as representatives of the International Peace Operations Association and/or the British Association of Private Security Companies), as well as key actors in the donor community for consultation in Summer 2007, to develop consensus drawing on the research provided by the initiative. Ongoing initiatives involving member states that provide or host PSPs would also be taken into account.  An initial discussion paper, drawing on the research and consultations in this enlarged group would be drafted in time for presentation and consideration in the latter part of 2007 at an IASC WG meeting.  In consultation with OCHA and the AG the research team would develop a draft of standards/guidelines that could be considered by the IASC.  OCHA would carry forward the work of presenting and revising such standards in conjunction with the IASC WG, with the research team available for additional consultation as needed.  At the same time, AG members could choose to disseminate and take forward the products through other fora and interagency processes, such as NGO consortia or multilateral donor bodies.

Proposed Timetable
The project is planned to run from December 2006 to November 2007.

January-February: Circulate discussion paper; establish Advisory Group; conduct preliminary interviews.
February-March: Advisory Group inputs on research approach and methodology, including case study selection and key informants list.
March-May: Interviews are conducted, surveys are distributed and collected; and case study research takes place.

Beginning of June: Preliminary research findings are presented to the Advisory Group.
End of June-August: Research findings disseminated to the wider group of stakeholders via the AG, and the research team’s networks.
September-December: A draft set of guidelines/standards developed. OCHA will take forward the work of presenting and revising these standards for consideration by the IASC.  Advisory Group members could disseminate and take forward the possible IASC standards to other relevant fora, such as NGO consortia.
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� The term “private security provider” (PSP) was chosen to denote a broader category of remuneration-based security service providers, including local and ad hoc private sector arrangements, than the commonly employed “private security company” (PSC) might imply.  The term “PSC” is preferred by most international private security companies over the terms “private military company” (PMC) or “private military firm” (PMF), which they say apply to firms providing combat power or otherwise directly engaging in hostilities.  Such activities are not addressed by this project.    


� This might include, for example, only publishing aggregated data on use, or identifying users and/or providers only by nationality of incorporation/HQ, not by name.  
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